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Abstract
IPv6 (Internet Protocol Version 6) is the newest version of the Internet Protocol (IP) reviewed in the IETF standards committees to replace the current version of IPv4 (Internet Protocol Version 4).It was designed as an evolutionary upgrade to the Internet Protocol and will, in fact, coexist with the older IPv4 for some time. IPv6 is designed to allow the Internet to grow steadily, both in terms of the number of hosts connected and the total amount of data traffic transmitted.
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1- Introduction
IPv6 (Internet Protocol version 6), also called IPng (or IP Next Generation), is the next planned version of the IP address system. (IPv5 was an experimental version used primarily for streaming data.) While IPv4 uses 32-bit addresses, IPv6 uses 128-bit addresses, which increases the number of possible addresses by an exponential amount. For example, IPv4 allows 4,294,967,296 addresses to be used (2^32). IPv6 allows for over 340,000,000,000,000,000,000,000,000,000,000,000,000 IP addresses. That should be enough to last awhile.
Because IPv6 allows for substantially more IP addresses than IPv4, the addresses themselves are more complex. They are typically written in this format:
hhhh:hhhh:hhhh:hhhh:hhhh:hhhh:hhhh:hhhh
Each "hhhh" section consists of a four-digit hexadecimal number, which means each digit can be from 0 to 9 and from A to F.

[bookmark: OLE_LINK5][bookmark: OLE_LINK6]IPv6 improvements compared with IPv4:
1. [bookmark: OLE_LINK7][bookmark: OLE_LINK8]128-bit and so (2^32) addresses.
2. No nat.
3. Auto configuration.
4. Simpler header format.
5. Simpler and efficient routing (no check sum).
6. Better quality QOS.
7. Built in security measures. 

[bookmark: OLE_LINK9][bookmark: OLE_LINK10]Converting from IPv6 to IPv4 ways:
1. Tunneling. 
2. Dual Stack.
3. Translation.  



Addresses Types :


1. Unicast address: which Packets sent to a single interface.
2. Global Unicast address: it’s like the public address in IPv4,starts with 2000::/3.
3. Link-Local address: like the private addresses in IPv4 in that they’re not meant to be routed and they start with FE80::/10. 
4. Multicast: same as in IPv4, packets addressed to a multicast address are delivered to all interfaces tuned into the multicast address.
5. Anycast: in this address packet is delivered to only one device—actually, to the closest one it finds defined in terms of routing distance. 
We can use the static routing and the dynamic routing to let the routers talks to each others, and these protocols is the same as in IPV4.
In the new version of dynamic protocol which is called RIPng protocol, the main difference with last  version is that the protocol is configured from the interface that will use it, not from the router.







2- Procedure
	[image: ]
Note: explanations were made o ,Router 0 and PC0. 

2.1 Static routing:

1. Router of type 1841 was chosen.
2. A Copper Cross over was used to connect between Routers.
3. A Copper Straight throw was used to connect between each router and  the end user (PCs).
4. For configuring the PC (end user), by clicking twice on the pc, then Desktop  ->IPv6 Configuration  as shown in Fig1.
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Fig1
5. Router0 was configured as shown in Fig2.
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Fig2
6. Ping from PC0 -> PC2is shown in Fig3.
[image: ]
 Fig3
2.2 Dynamic routing:

1. Router0 was configured as shown in Fig4.
[image: ]
Fig4
2. Ping from PC0 -> PC1,PC0->PC2 is shown in Fig5.
[image: ]
 Fig5




3- Discussion 

With IPv6, everything from appliances to automobiles can be interconnected. But an increased number of IT addresses isn't the only advantage of IPv6 over IPv4. In honor of World IPv6 Day, here are six more good reasons to make sure your hardware, software, and services support IPv6.
1. More Efficient Routing
IPv6 reduces the size of routing tables and makes routing more efficient and hierarchical. IPv6 allows ISPs to aggregate the prefixes of their customers' networks into a single prefix and announce this one prefix to the IPv6 Internet. In addition, in IPv6 networks, fragmentation is handled by the source device, rather than the router, using a protocol for discovery of the path's maximum transmission unit (MTU).
2. More Efficient Packet Processing
IPv6's simplified packet header makes packet processing more efficient. Compared with IPv4, IPv6 contains no IP-level checksum, so the checksum does not need to be recalculated at every router hop. Getting rid of the IP-level checksum was possible because most link-layer technologies already contain checksum and error-control capabilities. In addition, most transport layers, which handle end-to-end connectivity, have a checksum that enables error detection.
3. Directed Data Flows
IPv6 supports multicast rather than broadcast. Multicast allows bandwidth-intensive packet flows (like multimedia streams) to be sent to multiple destinations simultaneously, saving network bandwidth. Disinterested hosts no longer must process broadcast packets. In addition, the IPv6 header has a new field, named Flow Label, that can identify packets belonging to the same flow.
4. Simplified Network Configuration
Address auto-configuration (address assignment) is built in to IPv6. A router will send the prefix of the local link in its router advertisements. A host can generate its own IP address by appending its link-layer (MAC) address, converted into Extended Universal Identifier (EUI) 64-bit format, to the 64 bits of the local link prefix.
5. Support For New Services
By eliminating Network Address Translation (NAT), true end-to-end connectivity at the IP layer is restored, enabling new and valuable services. Peer-to-peer networks are easier to create and maintain, and services such as VoIP and Quality of Service (QoS) become more robust.
6. Security
IPSec, which provides confidentiality, authentication and data integrity, is baked into in IPv6. Because of their potential to carry malware, IPv4 ICMP packets are often blocked by corporate firewalls, but ICMPv6, the implementation of the Internet Control Message Protocol for IPv6, may be permitted because IPSec can be applied to the ICMPv6 packets.



















4- Conclusion
In this experiment we learned a lot of things about IPv6, how we can assign IPv6 addresses, how we can configure it in Cisco Routers.The IPv6 uses the same protocols like IPv4, static and dynamic protocols, which they give the routers the ability to connect with the other networks that not connected directly.
Still IPv6 not spread and the internet still use IPv4, because some politics reasons, but any way, IPv6 will be used in the future, since the lack of addresses will be huge, the problem on IPv6 is known as the NAT and this because IPv6 uses visual IPs.

5- References
1- [bookmark: OLE_LINK11][bookmark: OLE_LINK12]IPv6,http://www.techterms.com/definition/ipv6,5/4/2014
2- IPv6, http://www.webopedia.com/TERM/I/IPng.html ,5/4/2014
3- IPV6 benifts,http://www.networkcomputing.com/networking/six-benefits-of-ipv6/d/d-id/1232791?, 5/4/2014



	6
	



image2.png
o
pc2





image3.png
1Pv6 Configuration

DHCP O Auto Config ® Static
1Pv6 Address

Link Local Address FE80::20A:41FF:FEOA:DDS9.

1PV6 Gateway 2001:33AA:

1PV6 DNS Server

/64




image4.png
Router (config) #
Router (config) $ipvé unicast-routing

Roucer (config) fine £a0/0

Router (config-if)$ipvé sddress 2001:33RA::1/64





image5.png
Router (config) #int serial0/1/0
Roucer (config-if)$ipve address 2001
|Router (config-1f) sclock rate €400





image6.png
2/64 2
2/64 20

Router (config) $ipvé route 2001:22AA
Router (config) $ipvé route 2001-S5AA-





image7.png
BC>ping 2001:

Pinging 2001

Reply from 2 cime=ms TTI=125
Reply from 2001:552a: cime=zms TTL-125
Reply from 2001:55AA::2: cime=zms TTL-125
Reply from 2001:5528: cime=zms TTL-125

Ping stavistics for 2001:55AA:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),

Approximate round trip vimes in milli-second:





image8.png
Fowes (mareie P Sniese Ry
Rouser (contic) ine £a0/0

Roucex (concigi) s1pvS ssazess 2001:35%
Rouser (config-3) t1pvE rip 1 enable
Somcer (contig i) renis

ouvar (confier ine serial0/i/o
e
Rousar (config-3) t1pvE rip 1 enable
Souer (concig i) rehack ruve 64000
oucer (conrig i) 4]





image9.png
Pinging 2001:-44AA::-2 with 32 bytes of data:

Reply from 21
Reply from 21
Reply from 21
Reply from

bytes=32 vime=lims TTI=126
© byces=32 vimeslms TTI-126

bytes=32 vime=sms TTI=126
2: byces=32 cime=lms TTI=126

Ping stavistics for 2001:442a:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Bpproximate round trip times in milli-seconds:
Minimm = lms, Maximm = llms, Average = dms

2Coping 200

san::2

Pinging 2001:553A::2 with 32 byves of dava:

Reply from 2001:552:
Reply from 2001:552a:
Reply from 2001:552a:
Reply from 2001:5528:

2: byces=32 vime=tms TTL=125
bytes=32 vime=2ms TTL=125
2: byces=32 cime=zms TTL=125
bytes=32 cime=zms TTL=125

Ping stavistics for 2001:55AA:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Bpproximate round trip times in milli-seconds:
Minimm = Zms, Maximm = ims, Average = Zms





image1.jpeg
BIRZEIT UNIVERSITY




